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Working together to prevent crime

FRAUD – 0300 123 2040    www.actionfraud.police.uk

CRIMESTOPPERS – 0800 555 1111   www.crimestoppers-uk.org THIS IS 100% ANONYMOUS

MODERN SLAVERY – 0800 12 700  www.modernslavery.gov.uk / ww.modernslaveryhelpline.org

GANGMASTERS/LABOUR ABUSE – 0800 423 0804    gla.gov.uk/report-issues

TO REPORT NON URGENT CRIMES SUCH AS:- www.nationalcrimeagency.gov.uk

Organised Immigration/Cyber Crime/Child sexual abuse/Drug Trafficking/Illegal 
Firearms/money laundering & many others

StreetSafe

This is a service that allows you to report safety 

concerns in public places without giving your name 

(anonymously). This includes issues like poorly lit 

streets, abandoned buildings, or vandalism, as well 

as instances where you feel unsafe due to someone 

following or verbally abusing you.

ANTI-SOCIAL BEHAVIOUR
www.met.police.uk

Click on Report, & select Anti-Social Behaviour new screen 
comes up with boxes for you to select.

www.police.uk/pu/notices/streetsafe/street-safe

THIS IS 100% ANONYMOUS

HOW TO REPORT NON URGENT CRIMES
CALL 101

http://www.actionfraud.police.uk/
http://www.crimestoppers-uk.org/
http://www.modernslavery.gov.uk/
http://www.met.police.uk/


In recent months councils around the UK have reported that fake QR codes have been stuck on their 

parking signs as part of what is termed “quishing” scams. The codes lead drivers to a fraudulent 

website where, instead of paying for their parking, the driver actually shares their payment details and 

information with scammers.

Croydon only uses the RingGo APP for making payments and if residents see a QR code affixed to any 

parking meter within the borough they are unauthorised and should never be used. If you do see a QR 

code, please report it to the Council. 

When looking online for the RingGo APP, residents should take care not be duped by spoof RingGo 

sites, which after you google the APP may ask for a ‘registration fee’ before attempting to take money 

from bank accounts. To avoid this, residents are advised to visit the official APP Store and download 

the APP from there.

What to l       k out for

https://www.theguardian.com/commentisfree/article/2024/jun/08/qr-code-scammers-phishing-quick-response-cybersecurity

